@ NLB Banka

OPSTE INFORMACIJE O OBRADI LICNIH PODATAKA (KLIJENTI)

NLB Banka a.d. Banja Luka (u daljem tekstu: Banka) konstantno radi na unapredenju bankarskih usluga
kako bi ih §to bolje prilagodili potrebama i o¢ekivanjima klijenata. U tom procesu, odredeni li¢ni podaci
koji se prikupljaju i obraduju omogucéavaju pruzanje relevantnijih informacija, efikasniju komunikaciju i
kvalitetnije korisni¢ko iskustvo.

Banka, kao kontrolor, obraduje licne podatke koji se odnose na klijente Banke fizi¢ka lica_i druga lica
(npr: punomoénici, zastupnici klijenata, potencijalni klijenti i sl.) &iji se podaci obraduju u okviru pruzanja
bankarskih proizvoda i usluga. Obrada licnih podataka se vrSi_u skladu sa Zakonom o zastiti liCnih
podataka ("Sluzbeni glasnik Bosne i Hercegovine", br. 12/2025 — u daljem tekstu: Zakon) i drugim
propisima kojima se ureduju pitanja u vezi sa obradom li¢nih podataka.

Privatnost klijenata i drugih lica je od izuzetnog znacaja za Banku, te ista primjenjuje najviSe standarde
zastite liCnih podataka, osiguravajuci povijerljivost i integritet. Mjere zastite uklju€uju, ali nisu ograni¢ene
na tehniCke, organizacione, pravne i proceduralne mjere zastite u skladu sa vaze¢om regulativom.

Zaposleni Banke su obavezni da poStuju povjerljivost podataka klijenata, a bezbjednost podataka je
takode osigurana i internim aktima Banke za zaStitu povjerljivih informacija i li€nih podataka.

U cilju transparentne obrade li¢nih podataka i uvazavajuéi istoimeno nacelo, Banka pruza opste
informacije u vezi sa obradom li¢nih podataka, zastitom li¢nih podataka i pravima lica koja se ticu
obrade.

1. OSNOVNI POJMOVI

Obradivac¢ - fizicko ili pravno lice, javni organ koji
Liéni podatak - svaki podatak koji se odnosi na obraduje licne podatke u ime kontrolora podataka.
fiziCko lice Ciji je identitet utvrden ili se moze

utvrditi. 2. PODACI O BANCI KAO KONTROLORU I

Nosilac podataka - fizicko lice Ciji je identitet
utvrden ili &iji se identitet mozZe utvrditi, posredno
ili neposredno, posebno pomocu identifikatora kao
Sto su ime, identifikacioni broj, podaci o lokaciji,
mrezni identifikator ili pomoéu jednog ili viSe
faktora svojstvenih za fizi¢ki, fizioloSki, genetski,
mentalni, ekonomski, kulturni ili drustveni identitet
tog lica;

Obrada liénih podataka - svaki postupak ili skup
postupaka koji se obavlja na li€énim podacima ili na
skupovima li€nih podataka, automatizovanim ili
neautomatizovanim sredstvima, kao S§to su
prikupljanje, evidentiranje, organizacija,
strukturiranje, Cuvanje, prilagodavanje ili izmjena,
pronalaZenja, ostvarivanje uvida, upotreba
otkrivanje prenosom, Sirenjem ili stavljanjem na
raspolaganje na drugi nacin, uskladivanje ili
kombinovanje, ogranienje, brisanje ili uniStavanje
(u daljem tekstu: obrada).

Kontrolor - fizicko ili pravno lice, javni organ ili
nadlezni organ koji samostalno ili s drugim
odreduje svrhe i sredstva obrade li¢nih podataka.

KONTAKT PODACI SLUZBENIKA ZA
ZASTITU LICNIH PODATAKA

NLB Banka a.d. Banja Luka
Milana Tepica 4

78 000 Banjaluka
www.nlb-rs.ba
nibinfo@nlb-rs.ba

Banka je interno uspostavila poziciju i imenovala
sluzbenika za zastitu liénih podataka (eng.
DPO).

Banka ¢e razmotriti vaSe upite u vezi obrade li¢nih
podataka i omoguciti vam ostvarivanje vasih prava
propisanih Zakonom. U tu svrhu mozete nas
kontaktirati na sljedeci nacin:

+ slanjem e-maila na adresu: dpo@nlb-rs.ba;

« slanjem pismena na adresu sjediSta Banke:
Milana Tepica 4, 78000 Banja Luka, Republika
Srpska/BiH— sa naznakom ,za DPO*;

« putem telefona: 0800 50510.
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3. PRAVNI OSNOV | SVRHA OBRADE
PODATAKA

Pravni osnovi za obradu podataka propisani su
Zakonom i Banka je duzna da za svaku svrhu
obrade odredi i pravni osnov po kome se ta obrada
vrsi.

Svrha u koju Banka obraduje liéne podatke zavisi
od vrste proizvoda i usluga za Kkoju nosioci
podataka apliciraju ili koji su ugovoreni. Ti podaci
se obraduju za ispunjenje svrhe u koju se
prikupljaju.

U skladu sa ovim, u nastavku se nalaze pravni
osnovi i svrhe obrade na osnovu kojih Banka
obraduje licne podatke:

a) lzvrSenje
obaveza

ugovora ili predugovornih

Obrada podataka neophodna je za zakljucenje i
izvrSenje ugovora o koris¢enju proizvoda i/ili
usluga Banke (npr. otvaranje racuna, aktivacija i
koriS¢enje platnih kartica, odobravanje kredita,
depozita, obrada naloga za izvrSenje plac¢anja,
uplata i isplata i trajni nalozi, koriS¢enje
elektronskih servisa Banke, slanje propisanih
obavjestenja, naplata neizmirenih potrazivanja) ili
kako bi Banka preduzela odredene radnje prije
zakljuCenja ugovora (npr. obrada zahtjeva za
uspostavljanje poslovnog odnosa sa Bankom,
izrada ponude kredita i sl.). Ako nosilac podataka
odbije da pruzi podatke potrebne za ovu svrhu,
Banka nece biti u moguénosti da zakljuci ugovor ili
da mu pruZi traZenu uslugu.

b) Postovanje pravnih obaveza Banke kao
kontrolora

Banka obraduje licne podatke u svrhu ispunjenja
obaveza propisanih zakonima i podzakonskim
propisima Ciji je Banka obveznik, (npr. propisi
kojima se ureduje rad banaka, spre€avanje pranja
novca i finansiranja terorizma, unutrasnji platni
promet, devizno poslovanje, upravljanje rizicima)
kao i u svrhu ispunjavanja zahtjeva nadleznih
drzavnih organa, rjeSavanja prigovora, primjena
poreskih propisa i dr. Za obradu podataka koja je
nuzna radi poStovanja zakona i izvrSavanja
propisanih obaveza Banke nije potrebna
saglasnost nosioca podataka.

c) Ostvarivanje legitimnog interesa Banke ili
treée strane

U odredenim slu¢ajevima obrada je neophodna u
cilju ostvarivanja legitimnih interesa Banke ili
trece strane, uz vodenje raCuna da interesi Banke
ne pretezu nad interesima ili pravima i slobodama
lica Cije podatke obraduje. Banka obradu
podataka zasniva na legitimnom interesu npr. u
sljedeéim situacijama a radi:

- komunikacije sa klijentima radi pruzanja
informacija, tehnicke podrske, bezbjednosnih
obavjeStenja i unapredenja  korisnitkog
iskustva;

- istrazivanja zadovoljstva klijenta Bankom i
njenim proizvodima i uslugama, odnosno

zadovoljstvo  klijenata nakon zaklju¢ene
usluge ili koristenja proizvoda, a radi
unapredenja samih prozivoda i usluga koje
nudi Banka;

- planiranja, prac¢enja i analize realizacije
prodajnih aktivnosti bankarskih proizvoda u
ciiu unapredenja prodaje, optimizacije

procesa i donoSenja poslovnih odluka;

- pracenja i oGuvanje bezbjednosti u poslovnim
prostorijama Banke radi upravljanja kretanjem
posjetilaca u objektima Banke (ili sluzbenih
posjeta i drugih osnova u Centrali i Filijali 1
Banja Luka), a koji pruzaju usluge Banci po
raznim osnovama te radi spreCavanja
neovlastenog kretanja i eventualnog €injenja
krivi€énog djela;

- prijema, evidentiranja i razmatranja zahtjeva
za donacije, kao i radi donoSenja odluke i
realizacije davanja donacija od strane Banke;

- obrada podataka za svrhu segmentacije
klijenata sa ciliem nudenja proizvoda i usluga
koje bolje odgovaraju potrebama i Zeljama
pojedinih kategorija klijenata i dr.

Za obradu podataka po osnovu legitimnog
interesa nije potrebna saglasnost nosioca
podataka ali on ima pravo da u bilo kom trenutku
podnese zahtjev za ostvarivanje svojih prava na
nacin opisan u tacki 11. ovih Opstih informacija.

d) Saglasnost nosioca podataka na obradu
podataka

Za jednu ili viSe posebno odredenih svrha, Banka
vrsi obradu podataka na osnovu date saglasnosti
izriGitog pristanka nosioca podataka. U ovim
situacijama ¢e nosiocima podataka biti svrha
obrade biti predoCena prilikom pribavljanja
saglasnosti i to:
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- obrada podataka u svrhu organizacije i
sprovodenja nagradne igre, ukljuCujuci
identifikaciju i kontaktiranje dobitnika, dodjelu
i uruenje nagrada;

- obrada podataka u svrhu direktnog
marketinga, ukljuCuju¢i  profilisanje  radi
kreiranja i dostavljanja personalizovanih

ponuda, informacija o proizvodima, uslugama
i pogodnostima koje su prilagodene vasim
interesima i potrebama.

Uskracivanje saglasnosti na obradu ne utiCe na
izvrSenje ugovora zakljuCenog sa Bankom,
sprovodenje njenih propisanih obaveza, niti
obradu zasnovanu na legitimnom interesu Banke
ili treCeg lica, osim u slu€ajevima kada je zakonima
propisano da je za izvrSenje odredenih obaveza
saglasnost neophodan uslov.

Saglasnost se moze opozvati u svakom trenutku,
podnoSenjem zahtjeva za opoziv saglasnosti u
skladu sa tactkom 11. ovih OpSsih informacija.

e) Liéni podaci koje Banka obraduje u ulozi
obradivaca

Osim kao Kontrolor obrade, Banka obraduje i
odredene li€ne podatke kao obradiva¢ po osnovu
ugovora kojim su joj tre¢a lica povjerila odredene
poslove obrade li¢nih podataka (npr. kao zastupnik
u osiguranju i sl.). U tim sluajevima Banka
obraduje podatke isklju€ivo po nalogu i uputstvima
koje je saglasno Zakonu dobila od Kontrolora
podataka.

4. KATEGORIJE PODATAKA KOJI SE
OBRADUJU

Osnovni liéni i identifikacioni podaci iz licnog i
drugih dokumenata: ime i prezime, ime oca,
bracni status, datum, mjesto i drzava rodenja, pol,
JMBG, podaci o identifikacionom dokumentu,
oznaka rezidentnosti, kao i dr. Identifikacioni
podaci se kod odredenih proizvoda i usluga
prikupljagju i od solidarnih duznika, jemaca,
zaloznih  duznika, zakonskih  zastupnika,
punomocnika i sl.

Kontakt podaci: adresa, broj fiksnog i/ili mobilnog
telefona, e-mail adresa i dr.

Finansijski podaci: Broj ratuna, IBAN, status
rauna, broj ugovora, ocekivani mjesecni
priliv/odliv, mjese¢na primanja, dodatna primanja,

podaci o zaduzenjima iz CRK (iznos, dospjele
obaveze, datum pocetka i zavrSetka, nivo rizika,
naziv banke, broj partije), podaci o Stedniji (iznos,
datum orocenja, period oro¢enja, broj partije), broj
i status kartice, podaci o koris¢enju kartica (datum
i vrijeme transakcije, iznos, valuta, status
autorizacije), podaci o limitima i promjenama
statusa kartice, podaci o digitalnim nov€anicima
(status, tip uredaja), podaci za USA klijente.

Ostale vrste podataka: StruCna sprema,
zanimanje, zvanje, politicka izlozenost (PEP
status), svrha otvaranja racuna, podaci iz

FATCA/CRS upitnika, kao i druge vrste podataka
koji proizilaze iz pruzanja bankarskih proizvoda i
usluga i koji su potrebni za iste.

5. NACIN LICNIH
PODATAKA

PRIKUPLJANJA

Banka prikuplja podatke direktno od nosioca
podataka i indirektno od nadleznih institucija ili
drugih izvora (npr. javni registri, informacije koje su
javno dostupne i sli¢éno).

6. PRISTUP PODACIMA O LICNOSTI

Pristup liénim podacima koje Banka obraduje
imaju:

a) Unutar Banke — zaposleni u okviru Banke koji
u skladu sa prirodom posla i djelokrugom rada
organizacione jedinice moraju imati pristup tim
podacima u cilju ispunjenja ugovornih i
zakonskih obaveza, kao i ostvarenja legitimnih
interesa Banke i treéih lica, ¢lanovi organa
upravljanja i nadzora Banke;

b) NLB d.d. Ljubljana kao Maticna Banka
bankarske grupe i njihovi nadzorni organi
— kojima Banka dostavlja licne podatke, radi
obavljanja redovnih poslova Banke,
ispunjavanja obaveza iz ugovora sa klijentima,
ispunjavanja zakonskih obaveza, ispunjavanja
drugih ugovornih obaveza i radi realizacije
ugovora, te ostvarivanja legitimnih interesa
Banke itd.

c) Drzavnilrepubli€ki organi i institucije -
(npr. CBBIH, ABRS, IRBRS, Poreska uprava,
sudovi i dr.) kojima se podaci dostavljaju radi
ispunjavanja zakonskih obaveza, kao i za
potrebe vodenja sudskog postupka i sl. te
druga pravna lica kada je to zakonom
propisano kao obavezno;
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d) Pruzaoci usluga za Banku/obradivaci
kojima su eksternalizovane odredene
aktivnosti Banke ili koji pruzaju usluge

neophodne za realizaciju ili su u vezi sa
ugovornim  odnosom izmedu nosioca
podataka i Banke, kao i za ispunjavanje
zakonskih obaveza ili ostvarivanje zakonitog
legitimnog interesa Banke. Sa ovim licima
Banka ima zaklju¢en odgovarajuéi ugovor o
poslovnoj saradnji koji ureduje i obradu
podataka u skladu sa propisima. Primjeri
takvih lica su drustva za osiguranje,
advokatske kancelarije, te pruzaoci usluga za:
odrzavanje IT sistema, bezbjednost lica i
imovine, pruzanje usluga posredovanja u
naplati dospjelih potrazivanja, usluge SWIFT-
a i sliéno. Ovi pruzaoci usluga/obradivadi i
njihovi podizvodacdi/podobradivaci obavezni
su da primjenjuju adekvatan nivo tehnickih i
organizacionih mjera zastite, uzimajuci u obzir
da liéni podaci predstavljaju bankarsku tajnu, i
da postupaju u ime Banke, isklju€ivo po njenim
instrukcijama. Banka omogucava pristup
podacima samo obradivaCima koji garantuju
zastitu licnih podataka u istoj mjeri kao da ih
Banka obraduje sama.

7. PRENOS LICNIH PODATAKA U DRUGU
DRZAVU ILI MEDUNARODNU
ORGANIZACIJU

Banka obraduje li¢ne podatke na teritoriji Bosne i
Hercegovine, a njihov prenos u druge drzave ili
medunarodne organizacije vrdi se kada je to
neophodno za izvrSenje ugovora ili naloga klijenta
(npr. koriS¢enje debitnih i kreditnih kartica koje
ukljuCuje medunarodne kartiCarske organizacije),
radi ispunjavanja zakonskih obaveza Banke ili
ostvarivanja zakonitih legitimnih interesa Banke.
Takav prenos se obavlja prema obradivac¢ima i
podobradivadima koji postupaju u ime Banke i sa
kojima su zaklju€eni ugovori koji ureduju obradu
podataka u skladu sa vaze¢im propisima ili tre¢im
strana (Mati¢na banka-NLB d.d. Ljubljanja).
Prenos se vrsi u drzave €lanice Evropske unije
koje obezbjeduju adekvatan nivo zastite li¢nih
podataka, kao i u drzave regiona — Republiku
Srbiju i Republiku Sjevernu Makedoniju, koje su
potpisnice Konvencije 108+ (Protokol CETS 223) i
za koje je utvrdeno da obezbjeduju adekvatan nivo
zastite, uz primjenu svih odgovarajucih tehnickih i
organizacionih mjera zastite.

8. AUTOMATIZOVANO DONOSENJE
ODLUKA, UKLJUCUJUCI PROFILISANJE

U nekim sluCajevima Banka primjenjuje
automatizovano donoSenje odluka, ukljuujudi
izradu profila u svrhu procjene izvrSenja ugovora
izmedu nosioca podatka i Banke, na primjer pri
odobrenju dopustenog prekoraCenja po racunu,
kreditne kartice i gotovinskog kredita, te u skladu
sa Zakonom o sprjeCavanju pranja novca i
finansiranja terorizma, pri izradi modela analize
rizika pranja novca.

U slu€aju automatizovanog donoSenja odluke
nosilac podataka ima pravo da se na njega ne
odnosi odluka koja se temelji iskljuivo na
automatizovanoj obradi, odnosno ima pravo
zatraziti ljudsku intervenciju od Banke kako bi
izrazio svoje stajaliSte i osporio odluku.

9. BEZBJEDNOST LICNIH PODATAKA

Banka ima definisano upravljanje bezbjedno$c¢u
informacija na visokom nivou, $to podrazumijeva
primjenu najboljih praksi koje proizilaze iz
medunarodno priznatih standarda, kao Sto su
ISO/IEC 27001, ISO/IEC 27002, CIS i dr. Pored
toga, Banka sve licne podatke tretira kao poslovnu
i bankarsku tajnu, primjenjujuéi sve razumne i
raspolozive tehni¢ke i organizacione mjere zastite
u skladu sa zakonom i internim aktima.

10. PERIOD CUVANJA LIENIH PODATAKA

Period Cuvanja li€nih podataka zavisi od pravne
osnove i svrhe obrade svake kategorije podataka.
Banka licne podatke prikupliene radi izvrSenja
prava i obaveza iz ugovornog odnosa obraduje do
okon€anja tog odnosa, a nakon prestanka u
rokovima propisanim zakonom, naj¢eS¢e deset
godina (npr. prema Zakonu o sprje€avanju pranja
novca i finansiranja terorizma i Zakonu o bankama
i sl), na osnovu saglasnosti nosioca podataka (npr.
do povlagenja saglasnosti) ili radi ostvarivanja
zakonitog legitimnog interesa Banke, gdje se za
svaki legitimni interes definiSe zasebni rok Cuvanja
koji je potreban da se ispuni svrha obrade.

11. PRAVA NOSIOCA PODATAKA

a) Pravo na pristup licnom podatku

Nosilac podataka ima pravo da od Banke zahtjeva
potvrdu o tome da li se njegovi li¢ni podaci
obraduju i, ako je to slu€aj, odobrenje da pristupi
svojim li€nim podacima i da dobije informacije o
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obradi. Banka ée na zahtjev dostaviti kopiju li¢nih
podataka koje obraduje. Ako je zahtjev dostavljen
elektronskim putem i ako nije drugacije zatrazeno,
Banka ¢e informacije dostaviti u elektronskoj formi.

b) Pravo na ispravku

Nosilac podataka ima pravo da od Banke zahtjeva
ispravku li€nih podataka koji su netacni ili dopunu
nepotpunih podatka.

c¢) Pravo na brisanje

Nosilac podataka ima pravo da od Banke zahtjeva
brisanje svojih licnih podataka ako su ispunjeni
uslovi propisani Zakonom (npr. ako je ispunjena
svrha zbog koje su prikupljeni, ako je povucena
saglasnost za obradu, a ne postoji zakonski osnov
za obradu). Banka ne moze brisati licne podatke:
ako je obaveza njihove obrade propisana
zakonom ili je obrada obavezna iz razloga zastite
javnog interesa (npr. postupanja po nalogu
drzavnog organa) ili je neophodna za pokretanje,
podnosSenje ili odbranu nekog pravnog zahtjeva
(npr. podnoSenje tuzbe sl.).

d) Pravo na ogranicenje obrade

Nosilac podataka ima pravo da od Banke zahtjeva
ogranienje obrade svojih liénih podataka u
slu¢ajevima propisanim Zakonom (npr. ako je
osnovano osporena tacnost li€nih podataka ili
zakonitost obrade, ukoliko liéni podaci vise nisu
potrebni za ostvarivanje svrhe obrade, ako je
podnijet prigovor na obradu, a u toku je
procjenjivanje da li pravni osnov za obradu od
strane Banke preteze nad interesima lica koje je
zahtjev podnijelo).

e) Pravo na prenosivost podataka

Nosilac podataka ima pravo od Banke traziti da
preuzme licne podatke u strukturisanom,
uobic¢ajeno upotrebljivom i masinski Citljivom obliku
(npr. na raCunaru) i da prenosi taj li€ni podatak
drugom kontroloru bez ometanja od strane Banke
ako su zajedno ispunjeni uslovi: (a) obrada je
zasnovana na saglasnosti ili je neophodna za
izvrSenje ugovora i (b) obrada se vrsi automatski.
Ovo pravo obuhvata i mogucnost da se zahtjeva
da Banka licne podatke neposredno prenese
drugom kontroloru ako je to tehnicki izvodljivo.

f) Pravo na prigovor

U bilo kom trenutku nosilac podataka ima pravo
Banci podnijeti prigovor na obradu liénih podataka
zasnovanu na legitimnom interesu ili koja je
neophodna u cilju obavljanja poslova u javhom
interesu. Nakon podnoSenja prigovora Banka ¢e
obustaviti dalju obradu tih podataka, osim ako

postoje uvjerljivi legitimni razlozi za obradu koji
prevladavaju nad interesima ili slobodama nosioca
podataka ili ako se obrada obavlja u svrhu
pokretanja, podnoSenja ili odbrane od pravnog
zahtjeva (npr. podnoSenje tuzbe, protivtuzbe i
sli¢no).

Ukoliko se li¢ni podatak obraduje za potrebe
direktnog marketinga, nosilac podataka ima pravo
da u svakom trenutku podnese prigovor na obradu
licnog podatka koji se odnosi na njega, za potrebe
takvog marketinga, uklju€ujudi i profilisanje, u mjeri
u kojoj je ono povezano sa direktnim marketingom.

g) Pravo na osporavanje odluke donesene u
procesu automatizovanog odlucivanja,
ukljucujuci profilisanje

Ukoliko smatra da su mu prava naru$ena odlukom
donetom u automatizovanom procesu odluc¢ivanja,
nosilac podataka ima pravo da ospori takvu
odluku, da izrazi svoj stav i da zahtjeva da se
odluka preispita uz uéeSée ovlaScenog
zaposlenog u Banci.

h) Pravo na prigovor Agenciji za zastitu licnih
podataka BiH

Nosilac podataka ima pravo da podnese prigovor

Agenciji za zastitu liénih podataka, ukoliko smatra

da se obrada njegovih li¢nih podataka sprovodi

suprotno odredbama Zakona o zastiti licnih

podataka.

Nosilac podataka ima pravo na djelotvorno pravno
sredstvo protiv Banke kao kontrolora podataka,
odnosno ima pravo na sudsku zastitu ako smatra
da su zbog obrade linih podataka prekrSena
njegova prava iz Zakona o zastiti licnih podataka,
ne dovodedi u pitanje drugu upravnu ili vansudsku
pravnu zastitu, shodno odredbama c¢&lana 110.
Zakona o zastiti liénih podataka.

i) Ostvarivanje prava

U cilju ostvarivanja svojih prava u vezi sa obradom
lienih podataka, Nosioci podataka se mogu obratiti
Banci popunjavanjem i dostavljanjem Zahtjeva za
ostvarivanje prava u skladu sa instrukcijama iz
samog Zahtjeva. Zahtjev za ostvarivanje prava se
moze preuzeti u bilo kojoj poslovnici Banke ili na
internet stranici Banke.

Banka ¢e vas bez nepotrebnog odgadanja, a
najkasnije u roku od 30 dana od zaprimanja
zahtjeva, obavijestiti o preduzetim radnjama. Taj
rok se moze po potrebi produziti za 60 dana,
uzimajuci u obzir sloZenost i broj zahtjeva, o ¢emu
vas je Banka duzna obavijestiti u roku od 30 dana
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od dana zaprimanja zahtjeva uz navodenje narocito ako se ucestalo ponavljaju, Banka moze

razloga za odgadanje. naplatiti naknadu nuznih administrativnih troskova
pruzanja informacije, odnosno postupanja po

Mjere koje Banka preduzme u vezi sa zahtjevu ili odbiti da postupi po zahtjevu.

ostvarivanjem prava lica su besplatne. Samo u

slu€aju neosnovanih ili pretjeranih zahtjeva, a

ZAVRSNE ODREDBE

Banka zadrzava pravo da vrSi izmjenu i azuriranje ovih Opstih informacija. AZurirana verzija ovih Opstih
informacija ¢e uvijek biti objavljena na internet stranici Banke, gde ¢e se nosioci podataka moc¢i da
upoznaju i informiSu sa azuriranim sadrzajem Opstih informacija i iste ¢e uvijek biti dostupne u poslovnici
na zahtjev nosioca podataka.

Prelazni period za punu primjenu definisanih prava u tacki 11. ovih Op$tih informacija jeste dvije godine
od dana stupanja na snagu Zakona o zastiti licnih podataka, odnosno do 08.03.2027. godine.
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