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OPSTE INFORMACIJE O OBRADI LIENIH PODATAKA (MKLIK |
EKLIK)

NLB Banka a.d. Banja Luka (u daljem tekstu: Banka), kao kontrolor, obraduje li¢nih podataka klijenata
za digitalne servise mKIlik mobilno bankarstvo i eKlik elektronsko bankarstvo (u dalijem tekstu zajedno
kao: klijenti) u skladu sa Zakonom o zastiti licnih podataka ("Sluzbeni glasnik BiH", br. 12/2025 — u
daljem tekstu: Zakon) i drugim propisima kojima se ureduju pitanja u vezi sa obradom li¢nih podataka.

Privatnost klijenata je od izuzetnog znacaja za Banku, te ista primjenjuje najviSe standarde zastite licnih
podataka, osiguravajuci povijerljivost i integritet. Mjere zastite uklju€uju, ali nisu ograni¢ene na tehnicke,
organizacione, pravne i proceduralne mjere zastite u skladu sa vaze¢om regulativom.

Zaposleni Banke su obavezni da poStuju povijerljivost podataka klijenata, a bezbjednost podataka je
takode osigurana i internim aktima Banke za zastitu povjerljivih informacija i li€nih podataka.

U cilju transparentne obrade licnih podataka i uvazavajuéi istoimeno nacelo, Banka pruza opSte
informacije u vezi sa obradom li¢nih podataka, zastitom liénih podataka i pravima lica koja se tic¢u

obrade.

1. OSNOVNI POJMOVI

Li¢ni podatak - svaki podatak koji se odnosi na
fiziCko lice Ciji je identitet utvrden ili se moze
utvrditi.

Nosilac podataka - fizicko lice Ciji je identitet
utvrden ili €iji se identitet moze utvrditi, posredno ili
neposredno, posebno pomocu identifikatora kao
8to su ime, identifikacioni broj, podaci o lokaciji,
mrezni identifikator ili pomoc¢u jednog ili viSe
faktora svojstvenih za fizi¢ki, fiziolodki, genetski,
mentalni, ekonomski, kulturni ili drustveni identitet
tog lica.

Obrada liénih podataka - svaki postupak ili skup
postupaka koji se obavlja na liénim podacima ili na
skupovima li¢nih podataka, automatizovanim ili
neautomatizovanim sredstvima, kao Sto su
prikupljanje, evidentiranje, organizacija,
strukturiranje, ¢uvanje, prilagodavanije ili izmjena,
pronalazenja, ostvarivanje uvida, upotreba
otkrivanje prenosom, Sirenjem ili stavljanjem na
raspolaganje na drugi nacin, uskladivanje ili
kombinovanje, ogranienje, brisanje ili uniStavanje
(u daljem tekstu: obrada).

Kontrolor - fizi¢ko ili pravno lice, javni organ ili
nadlezni organ koji samostalno ili s drugim
odreduje svrhe i sredstva obrade li¢nih podataka.

Obradiva¢ - fizicko ili pravno lice, javni organ Koji
obraduje licne podatke u ime kontrolora podataka.

2. PODACI O BANCI KAO KONTROLORU |
KONTAKT PODACI SLUZBENIKA ZA ZASTITU
LICNIH PODATAKA

NLB Banka a.d. Banja Luka
Milana Tepi¢a 4

78 000 Banjaluka
nlbinfo@nlb-rs.ba
www.nlb-rs.ba

Banka je interno uspostavila poziciju i imenovala
sluzbenika za =zastitu liénih podataka (eng.
DPO).

Banka ¢e razmotriti vase upite u vezi obrade li¢nih
podataka i omoguciti vam ostvarivanje vasih prava
propisanih Zakonom. U tu svrhu mozZete nas
kontaktirati na sljedeéi nacin:

+ slanjem e-maila na adresu: dpo@nlb-rs.ba;

« slanjem pismena na adresu sjediSta Banke:
Milana Tepi¢a 4, 78000 Banja Luka, Republika
Srpska/BiH— sa naznakom ,za DPO%;

« putem telefona: 0800 50510.

3. NACIN PRIKUPLJANJA LICNIH PODATAKA

Banka pored podataka koje je prikupila direktno od
nosioca podataka prilikom ugovaranja bankarskih
usluga i servisa, podatke prikuplja i kroz koriséenje
aplikacija za mobilno i elektronsko bankarstvo tj.
njihovih funkcija zajedno sa podacima koji se od
lica prikupljaju u svakodnevnom poslovanju sa
Bankom.
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4, SVRHA | PRAVNI OSNOV OBRADE
PODATAKA

Banka je duzna da za svaku svrhu obrade odredi i
pravni osnov koji je propisan Zakonom. U skladu
sa ovim, u nastavku se navodi svrha i pravni osnov
obrade liénih podataka:

a) lzvrSenje ugovora ili predugovornih
obaveza

Obrada podataka neophodna je za zakljuenje i
izvrSenje ugovora sa klijentima u svrhu aktivacija i
koriStenja digitalnih servisa mKIik mobilnog
bankarstva i eKlik elektronskog bankarstva, fraud
monitoringa. Ako nosilac podataka odbije da pruZi
podatke potrebne za ovu svrhu, Banka nece biti u
mogucnosti da zaklju€i ugovor ili da mu pruzi
trazenu uslugu.

5. KATEGORIJE PODATAKA KOJI SE
OBRADUJU

Osnovni liéni i identifikacioni podaci: ime i
prezime, JMBG, adresa prebivalista i/ili boravista,
BANK ID kao i dr. Identifikacioni podaci se kod
odredenih proizvoda i usluga prikupljaju i od
zakonskih zastupnika pravnih lica, punomo¢nika i
sl.

Kontakt podaci: broj mobilnog telefona, e-mail
adresai sl.

Podaci o proizvodima banke: naziv i broj racuna
ili partije, detalji o deviznom radunu, o radunu
Stednje, depozita, kredita, o kartici i sl.

Finansijski podaci: stanje, promet i visina limita
na ra¢unu, stanje i promet deviznog racuna, stanje
i promet Stednog racuna, stanje depozita, promet
kredita i stanje kredita, promet i visina limita na
kartici i sl.

Ostale vrste podataka: podaci o KkoriStenju
digitalnih servisa (prijava i otvaranje, izdavanje
aktivacionih kodova, omogucavanje Kkartice za
internet placanje, blokada/deblokada Kkartice,
promjena karti¢nih limita, nalozi) i sl.

6. PRISTUP LICNIM PODACIMA

Pristup licnim podacima koje Banka obraduje
imaju:

a) Unutar Banke — zaposleni u okviru Banke koji
u skladu sa prirodom posla i djelokrugom rada
organizacione jedinice moraju imati pristup tim
podacima u cilju ispunjenja ugovornih i
zakonskih obaveza, kao i ostvarenja legitimnih
interesa Banke i trecih lica, ¢lanovi organa
Banke.

b) NLB d.d. Ljubljanja kao Maticna banka
Bankarske grupe i njihovi nadzorni organi
—radi obavljanja redovnih poslova Banke,
ispunjavanja zakonskih obaveza, ostvarivanja
legitimnih interesa Banke (izvjeStavanje).

c) Pruzaoci usluga za Banku/obradivaci, samo
kojima su eksternalizovane odredene
aktivnosti Banke, i sa kojima je zakljuCen
odgovarajuci ugovor o poslovnoj saradniji koji
ureduju i obradu podataka u skladu sa
propisima (npr. podrska softverskog rieSenja u
vezi sa mobilnim i elektronskim bankarstvom
od IT partnera i sl.). Ovi obradivaci i njihovi
podobradivaCi su obavezni da primjenjuju
adekvatan nivo tehniCkih i organizacionih
mjera zastite, uzimajuci u obzir da li¢ni podaci
predstavljaju  bankarsku tajnu.  Banka
omogucava pristup podacima samo onim
obradivadima koji garantuju zastitu li€nih
podataka u istoj mjeri kao da ih Banka
obraduje sama.

7. PRENOS LICNIH PODATAKA U DRUGU
DRZAVU ILI MEBUNARODNU
ORGANIZACIJU

Banka obraduje licne podatke na teritoriji Bosne i
Hercegovine, a njihov prenos u druge drzave ili
medunarodne organizacije vrSi se kada je to
neophodno za izvr§enje ugovora ili naloga klijenta,
te radi ispunjavanja zakonitih legitimnih interesa
Banke (izvjeStavanja prema Mati¢noj banci
grupacije). Takav prenos se obavlja prema
obradivadima i podobradivadéima kojima su
eksternalizovane odredene aktivnosti Banke, i sa
kojima su zaklju€eni ugovori koji ureduju obradu
podataka u skladu sa vaze¢im propisima.
Pomenuti prenos se vrSi u drzave Cdlanice
Evropske unije koje obezbjeduju adekvatan nivo
zastite licnih podataka, kao i u Republiku Srbiju,
koja je potpisnica Konvencije 108+ (Protokol CETS
223) i za koju je utvrdeno da obezbjeduje
adekvatan nivo zastite li€nih podataka.

U drugim sluéajevima ukoliko dode do potrebe za
prenosom li¢nih podataka u drugu drzavu ili u
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medunarodnu organizaciju, isti ¢e se vrsiti uz
poStovanje svih obaveza definisanim poglavljem
IV. Zakona o zastiti li¢nih podataka BiH.

8. AUTOMATIZOVANO DONOSENJE ODLUKA,
UKLJUCUJUCI IZRADU PROFILA

Banka obraduje licne podatke bez koris¢éenja alata
za automatizovano donosenje odluka, na nacin
kojim se obezbeduje bezbjednost i poverljivost
podataka.

9. BEZBJEDNOST LICNIH PODATAKA

Banka ima definisano upravljanje bezbjednoséu
informacija na visokom nivou, §to podrazumijeva
primjenu najboljih praksi koje proizilaze iz
medunarodno priznatih standarda, kao Sto su
ISO/IEC 27001, ISO/IEC 27002, CIS i dr. Pored
toga, Banka sve licne podatke tretira kao poslovnu
i bankarsku tajnu, primjenjuju¢i sve razumne i
raspolozive tehniCke i organizacione mjere zastite
u skladu sa zakonom i internim aktima.

10. PERIOD CUVANJA LICNIH PODATAKA

Liéni podaci se obraduju sve dok traje poslovni
odnos Banke sa nosiocem podataka, kao i u
slu¢ajevima kada je Banka u obavezi da podatke
Cuva i nakon okon€anja poslovne saradnje sa
nosiocem podataka, a na osnovu zakona (npr.
Zakon o spreCavanju pranja novca i finansiranja
terorizma propisuje obavezu €uvanja podataka i
dokumentacije najmanje deset godina od datuma
prestanka poslovnog odnosa).

11. PRAVA KANDIDATA

a) Pravo na pristup li€énom podatku

Nosilac podataka ima pravo da od Banke zahtjeva
potvrdu o tome da li se njegovi li¢ni podaci
obraduju i, ako je to slu€aj, odobrenje da pristupi
svojim li€nim podacima i da dobije informacije o
obradi. Banka ¢e na zahtjev dostaviti kopiju li¢nih
podataka koje obraduje. Ako je zahtjev dostavljen
elektronskim putem i ako nije drugacije zatrazeno,
Banka ¢e informacije dostaviti u elektronskoj formi.

b) Pravo na ispravku

Nosilac podataka ima pravo da od Banke zahtjeva
ispravku li€nih podataka koji su netacni ili dopunu
nepotpunih linih podataka.

c) Pravo na brisanje

Nosilac podataka ima pravo da od Banke zahtjeva
brisanje svojih licnih podataka ako su ispunjeni
uslovi propisani Zakonom (npr. ako je ispunjena
svrha zbog koje su prikupljeni, ako je povucena
saglasnost za obradu, a ne postoji zakonski osnov
za obradu). Banka ne moze brisati licne podatke:
ako je obaveza njihove obrade propisana zakonom
ili je obrada obavezna iz razloga zastite javnog
interesa (npr. postupanja po nalogu drzavnog
organa) ili je neophodna za pokretanje,
podno$enje ili odbranu nekog pravnog zahtjeva
(npr. podnosenje tuzbe sl.).

d) Pravo na ogranic¢enje obrade

Nosilac podataka ima pravo da od Banke zahtjeva
ogranienje obrade svojih liénih podataka u
slu¢ajevima propisanim Zakonom (npr. ako je
osnovano osporena taénost licnih podataka ili
zakonitost obrade, ukoliko li€ni podaci vise nisu
potrebni za ostvarivanje svrhe obrade, ako je
podnijet prigovor na obradu, a u toku je
procjenjivanje da li pravni osnov za obradu od
strane Banke preteze nad interesima lica koje je
zahtjev podnijelo).

e) Pravo na prenosivost licnog podatka
Nosilac podataka ima pravo od Banke traziti da
preuzme licne podatke u strukturisanom,
uobi€ajeno upotrebljivom i masinski Citljivom obliku
(npr. na raCunaru) i da prenosi taj licni podatak
drugom kontroloru bez ometanja od strane Banke
ako su zajedno ispunjeni uslovi: (a) obrada je
zasnovana na saglasnosti ili je neophodna za
izvr§enje ugovora i (b) obrada se vrsi automatski.
Ovo pravo obuhvata i moguénost da se zahtjeva
da Banka liéne podatke neposredno prenese
drugom kontroloru ako je to tehnicki izvodljivo.

f) Pravo na prigovor

U bilo kom trenutku nosilac podataka ima pravo
Banci podnijeti prigovor na obradu li¢nih podataka
zasnovanu na legitimnom interesu ili koja je
neophodna u cilju obavljanja poslova u javhom
interesu. Nakon podnoSenja prigovora Banka ¢e
obustaviti dalju obradu tih podataka, osim ako
postoje uvijerljivi legitimni razlozi za obradu koji
prevladavaju nad interesima ili slobodama nosioca
podataka ili ako se obrada obavlja u svrhu
pokretanja, podnoSenja ili odbrane od pravnih
zahtjeva (npr. podnoSenje tuzbe, protivtuzbe i
sli¢no).
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g) Pravo na prigovor Agenciji za zastitu licnih
podataka BiH

Nosilac podataka ima pravo da podnese prigovor
Agenciji za zastitu licnih podataka, ukoliko smatra
da se obrada njegovih li¢nih podataka sprovodi
suprotno odredbama Zakona o zastiti li¢nih
podataka.

Nosilac podataka ima pravo na djelotvorno pravno
sredstvo protiv Banke kao kontrolora podataka,
odnosno ima pravo na sudsku zastitu ako smatra
da su zbog obrade li€nih podataka prekrSena
njegova prava iz Zakona o zastiti licnih podataka,
ne dovodedi u pitanje drugu upravnu ili vansudsku
pravnu zastitu, shodno odredbama ¢lana 110.
Zakona o zastiti liénih podataka.

h) Ostvarivanje prava

U cilju ostvarivanja svojih prava u vezi sa obradom
licnih podataka, Nosioci podataka se mogu obratiti
Banci popunjavanjem i dostavljanjem Zahtjeva za

ZAVRSNE ODREDBE

ostvarivanje prava u skladu sa instrukcijama iz
samog Zahtjeva. Zahtev za ostvarivanje prava se
moze preuzeti u bilo kojoj poslovnici Banke ili na
internet stranici Banke.

Banka ¢e vas bez nepotrebnog odgadanja, a
najkasnije u roku od 30 dana od zaprimanja
zahtjeva, obavijestiti o preduzetim radnjama. Taj
rok se moze po potrebi produziti za 60 dana,
uzimajuci u obzir slozenost i broj zahtjeva, o ¢emu
vas je Banka duzna obavijestiti u roku od 30 dana
od dana zaprimanja zahtjeva uz navodenje razloga
za odgadanje.

Mjere koje Banka preduzme u vezi sa
ostvarivanjem prava lica su besplatne. Samo u
slu€aju neosnovanih ili pretjeranih zahtjeva, a
naroCito ako se ucestalo ponavljaju, Banka moze
naplatiti naknadu nuznih administrativnih troskova
pruzanja informacije, odnosno postupanja po
zahtjevu ili odbiti da postupi po zahtjevu.

Banka zadrzava pravo da vrsi izmjenu i azuriranje ovih Op$tih informacija. AZurirana verzija ovih Opstih
informacija ¢e uvijek biti objavljena na internet stranici Banke, gdje ¢e nosioci podataka moc¢i da se
informiSu sa azuriranim sadrZajem Opstih informacija i iste e uvijek biti dostupne u poslovnici na zahtjev

nosioca podataka.

Prelazni period za punu primjenu definisanih prava u tacki 11. ovih OpSstih informacija jeste dvije godine
od dana stupanja na snagu Zakona o zaétiti li€nih podataka, odnosno do 08.03.2027. godine.
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